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\section*{A B S T R A C T}

Due to the exponential growth of the Internet users and wireless devices, interests on home networks have been enormously increased in recent days. In digital home networks, home services including remote access and control to home appliances as well as services offered by service providers are alluring. However, the remote control services cause digital home networks to have various security threats. Hence, for digital home networks, robust security services, especially remote user authentication, should be considered. This paper presents a robust and efficient authentication scheme based on strong-password approach to provide secure remote access in digital home network environments. The proposed scheme uses lightweight computation modules including hashed one-time password and hash-chaining technique along with low-cost smart card technology. It aims to satisfy several security requirements including no verification table and no time synchronization. Comparing with the existing representative schemes, it can be validated that the proposed scheme is more robust authentication mechanism having better security properties. We have conducted formal verification of the proposed scheme.

© 2010 Elsevier B.V. All rights reserved.

1. Introduction

Due to the exponential growth of the Internet users and wireless devices, interests on home networks have been enormously increased in recent days. Home networks provide remote access control over the connection between digital home appliances and mobile handheld devices through Internet [1–3].

Even though digital home networks provide conveniences to the residential users by providing numerous value-added services, the remote control service causes them to have numerous security threats and vulnerabilities. In particular, mobile and wireless handheld devices having relatively low computing capabilities are often connected to the digital home networks, so they can be vulnerable to several attacks such as eavesdropping, replay attack and other active attacks. Hence, it is essential to provide robust security mechanism in the digital home network. In the home control protocols, authentication and encryption should be considered as security functions [4]. Moreover, home network services may include remote healthcare monitoring that contains sensitive information. Unless home network is well protected, illegitimate users can easily access such home services. Thus user authentication is one of the key security mechanisms required for the remote access control in the digital home networks.

Remote user authentication mechanisms have been extensively developed. And password authentication is regarded as one of the simplest and the most convenient authentication mechanisms because it has the benefits of low implementation cost and convenient for users [5]. To prevent direct wiretapping attacks in open network environments, many modern password authentication schemes use one-time passwords. One-time password (OTP) is one of the simplest and most popular forms of two-factor authentication for securing network access [6]. In recent days, OTP solutions including HMAC-based OTP (HOTP) [19] that use cryptographic processing to generate an unique password are appealing.

Currently, smart card based remote user authentication schemes have been widely adopted due to their low computational cost and convenient portability [9–11]. Password-based authentication with smart cards is one of the convenient and effective remote user authentication mechanisms. This technology has been widely deployed for various kinds of authentication applications including remote host login, online banking, e-health services.
Nevertheless, according to the researches in [27,28], the existing smart cards are vulnerable as sensitive verifier and secret values stored in the smart cards could be extracted by monitoring their power consumption. Thus weaknesses of the authentication schemes using smart card are mainly due to two problems. First, if an adversary obtains a legal user’s smart card even without the corresponding password, he can use it to produce a fabricated login message, and then impersonate the user to pass the server’s authentication. Secondly, if the adversary captures a server’s secret key and smart card at the same time, he can easily impersonate the legitimate user to login the remote system. Due to above reasons, most of the existing schemes using smart card [23–25] are still vulnerable to stolen smart card attacks.

In this paper, we propose an authentication scheme based on strong-password approach to provide secure remote access in digital home network environment. It uses hashed one-time password technique and one-way hash functions to reduce the processing overhead. As a one-time password changes each time the user logs in, it is impossible to reuse the current password although it is captured by the attacker. The proposed scheme aims not only to provide mutual authentication, to avoid time synchronization and to discard password-verifier at the remote server but also to thwart the stolen smart card attacks and provide forward secrecy with lost smart card. Thus the proposed scheme using HMAC-based OTP (HOTP) algorithm, hash-chaining technique along with a smart card technology provides robust and efficient authentication mechanism. We have conducted formal verification of the proposed scheme as well as analysis in terms of security and functional requirements.

The rest of this paper is organized as follows: Section 2 presents theoretical background, while Section 3 discusses related work. Section 4 presents a proposed robust user authentication scheme for digital home networks whereas Section 5 provides protocol analysis and verification of the proposed scheme. Section 6 gives in-depth analysis of the proposed scheme and finally, Section 7 concludes the paper.

2. Theoretical background

This section discusses about the architecture of home network, HMAC-based one-time password (HOTP) and Non-monotonic cryptographic protocol (NCP).

2.1. Architecture of home network

In this subsection we give basic concept of a digital home networking. Digital home allows users to perform out-home accesses where the users can use mobile devices to control their home appliances as well as to obtain value-added services. A typical digital home network contains a home gateway, home appliances, mobile devices, an authentication server and service providers.

The concept of digital home is to remotely access and control the digital and electrical home appliances (home devices), for instance, televisions (TVs), personal computers (PCs), lights, refrigerators, and washing machines. And wireless and mobile devices are used to connect the home gateway and further control the home appliances by the residential users.

A home gateway (HG) plays an essential role in digital home networking. On one hand, it provides network connectivity to the various network terminals at home, interconnects the public network and the subnets of the home network, and implements the remote management. On the other hand, it enables users to utilize the value-added services provisioned by service providers on the Internet. It also provides access authentication and service security functions.

In digital home applications, an Integrated Authentication Server (IAS) exists outside the home network, which manages the home gateway, authenticates users, grants privileges, and controls accounting as the home gateway operator. Whereas service providers supply many kinds of services, such as e-health, music, and other network services, for residential users.

Fig. 1 shows the general architecture for the home networks.

2.2. HOTP: HMAC-based one-time password algorithm

HMAC-based one-time password algorithm (HOTP) [19] uses a monotonically increasing counter value representing the message in the HMAC computation. In order to create the HOTP value, the HMAC-SHA-1 algorithm [20] is used. In the HOTP algorithm, a static symmetric key is known only to the client and the server.

The operation of HOTP algorithm is as follows. Initially, a SHA-1 HMAC generator is initialized using an unique shared secret. Then the HMAC of the current counter, or moving factor, is computed. During dynamic truncation process, certain bytes are extracted from the HMAC. Finally, these bytes are taken modulo $10^n$, where
n is the number of digits desired in the passcode, to produce the current passcode. The obtained HOTP value is as follows:

\[ \text{HOTP}(K, C) = \text{Truncate} (\text{HMAC-SHA-1}(K, C)) \]

where Truncate represents the function that converts, HMAC-SHA-1 value into HOTP value; and key \( K \), counter \( C \), and Data values are hashed high-order byte first.

Both the client and the server must generate the same passcode. Specifically, assuming that the server has already distributed the shared secret to the client, the client counter and the server counter must be synchronized.

2.3. Non-monotonic cryptographic protocols

Non-monotonic cryptographic protocols (NCP) [12,13] introduced by Rubin, describes the logic of authentication and the beliefs of various entities involved in a protocol as a consequence of communication. This protocol is also known as Rubin logic, in which there is no idealization step in specifying protocols. The specification of protocols, which is close to the actual implementation, is simply the starting point of the analysis. There are two sets in non-monotonic logic, which are applicable of analyzing a protocol. One is global to the protocol and other is local to each entity. The knowledge and belief sets for each principal are modified via actions and inference rules.

2.3.1. Global and local sets

Global set is public to each principal in a protocol specification. It contains Principal Set, Rule Set, Principal Set, Secret Set, and Observers Sets, which are defined in Appendix A.1.1. The first step of the specification of any protocol using Rubin logic is to instantiate the global sets with values.

Local sets are private to each principal in a protocol specification. For each principal, \( P_i \), Rubin logic defines the following sets such as Possession Set, Belief Set, Behavior List, Seen, Haskeys, etc., that are defined in Appendix A.1.2.

2.3.2. Actions

Actions play vital role in the protocol specification, which describe how a principal constructs messages, encrypts and decrypts, compute functions, aborts a protocol, and performs any other operations. Actions can be used to control the knowledge and possessions of the entities in a protocol. The action lists that precede and follow message operations in a principal’s behavior list determine sequence of events performed by the principal during a protocol run. Some actions that can be performed by \( P_i \) in the proposed protocol are derived from \([12,13]\) (Refer to Appendix A.2). And the following actions are recently defined as per our requirements.

1. \( \text{HOTP}(\langle \text{Hash}(a), X \rangle, k) \)
   - **Condition:** \( a, X, k \in \text{POSS}(P_i), P_i \in \text{Observers} (k) \)
   - **Result:** \( \text{POSS}(P_i) := \text{POSS}(P_i) \cup \{ (a(X) \langle a \rangle) \} \)
   - **Description:** This action is used to obtain HOTP operation.

2. \( \text{HashOTP}(\langle h \rangle, N, X) \)
   - **Condition:** \( h, X, N \in \text{POSS}(P_i) \)
   - **Result:** \( \text{POSS}(P_i) := \text{POSS}(P_i) \cup \{ h(X) \} \)
   - **Description:** This action is used to obtain hash-chaining operation.

3. Increment \( (N, n) \). It means that counter \( N \) is increased by \( n \) step.
4. Decrement \( (C, n) \). It means a counter \( C \) is decreased by step \( n \).
5. Replace \( (X_1, X_2) \). It means value of \( X_1 \) is substituted by value of \( X_2 \).

2.3.3. Inference rules

Inference rules are used to reason about beliefs during the execution of the protocol. These rules are applied whenever they are relevant.

- **X contains Y:** Y appears as a sub message of X.
- **S := f(S):** S is replaced by the value f(S).
- **X from E:** X is received from E.
- **LINK(N):** to link challenge and response.

The useful inference rules are shown in Appendix A.3. Furthermore, a complete list of inference rules are found in [12].

3. Related work

Password-based authentication scheme that was first introduced in [14] is the most widely used method for remote user authentication. In order to meet today’s security requirements, many password authentication methods using one-time password have been proposed [15,23,21,22,18,24]. The purpose of a one-time password (OTP) is to make it more difficult to gain unauthorized access to restricted resources. Existing one-time password authentication schemes can be weak-password approach or strong-password approach. In case of strong-password approach, password is with high entropy, thus it cannot be guessed easily for adversary. Furthermore, the computational load of most strong-password authentication schemes is relatively lightweight due to use of simple operations, e.g., one-way hash function and exclusive-OR operation.

Furthermore, due to the fact that a smart card has a capability of simple computation, highly storage capacity, and easy to carry, large number of password authentication schemes with the smart cards [7–11], have been proposed. In many cases, the server stores authentication parameters, even sensitive verifier, into a smart card, and issues it to a user.

In 2002, Yeh et al. [15] proposed a one-time password authentication scheme using smart cards. This scheme is an enhancement of S/KEY [6] and was claimed to be free from any of server spoofing attack, preplay attacks, and off-line dictionary attacks. However, Tsuji and Shimizu [16] and Ku et al. [17] later respectively showed that Yeh et al.’s scheme is vulnerable to stolen-verifier attacks. In 2005, Lee and Chen [21] proposed an improvement of Yeh et al.’s scheme. Lee and Chen claimed that their improvement can effectively withstand the stolen-verifier attack and is as efficient as Yeh et al.’s scheme. Jo and Youn [23] proposed a secure user authentication protocol based on one-time password technique for home network. It employs a three-way challenge-response handshake technique to provide mutual authentication. In 2006, You and Jung [22] proposed a light-weight authentication protocol for digital home networks to improve Lee–Chen scheme [21]. Most parts of this scheme are the same as those of Lee–Chen scheme. Especially, the proposed method can withstand an attack, called the compromise of pass session keys via stolen passwords. However, these schemes have a number of security flaws including stolen smart card attacks.

In [24], a new user authentication (UA) scheme based on OTP protocol using smart cards for home networks was proposed, which not only can protect against illegal access for home services but also does not allow unnecessary service access by legitimate users. And Kim and Chung [25] proposed the modified version of Yoon–Yoo’s scheme [26], which can overcome leak of password and impersonation attacks while mentioning merits of Yoon–Yoo’s scheme. However, these schemes also have some flaws including lost smart card problems.
In this paper, we propose a user authentication scheme based on strong-password approach to provide secure remote access in home network environment. It uses HMAC-based OTP algorithm, and hash-chaining technique along with low-cost smart cards, which is more secure and robust than the existing schemes. The proposed scheme can thwart the stolen smart card attacks and provide forward secrecy with lost smart card as well as provide mutual authentication, avoid time synchronization and discard password-verifier at the remote server.

4. Robust user authentication scheme for home network environment

In this section, we propose a robust and efficient password authentication scheme based on strong-password approach to furnish secure remote access in digital home networks. It uses HOTP algorithm, and hash-chaining technique along with smart card. The security of our scheme depends on the secure HMAC function, hash-chaining technique and encryptions. The hashed one-time password is used not only to avoid replay attack and the serious time synchronization problem but also to offer more secure solution than the standard one-time password. Table 1 shows the notations used for this scheme.

The proposed scheme consists of registration phase, login/ authentication phase, service request phase and password change phase. The user registers to Integrated Authentication Server (IAS) through the secure channel, and the IAS securely issues smart card to the user. During the registration phase, the user can select their own password. In this scheme, the IAS does not store a password table nor hashed password for the user. During login and authentication phase, mutual authentication between the user and the IAS is obtained with HOTP operation, while during service request phase, mutual authentication between the user and the home gateway (HG) is accomplished with hash-chaining technique. As the proposed scheme uses lightweight computation modules including hashed one-time password, one-way hash function, exclusive-OR operation and moderately inexpensive symmetric encryption technique, it has relatively low computational overhead.

It is assumed that IAS is located on the outside of the home network environment, manages the home gateway, and performs authentication, authorization, and accounting (AAA) functions. Service subscribers require security association between IAS and HG, in order to provide home network services. In addition, they must be able to operate service access control when privileged services are granted. To provide robust authentication between HG and users, the authentication ticket granted by the IAS and hash-chaining mechanism are used. The users can use home services until the validity of the authentication ticket is not expired so that they do not have to login each time to the IAS. And the permitted number of access is also used to limit the number of access within the authentication ticket’s validity. Fig. 2 illustrates the proposed user authentication scheme.

For the proposed user authentication scheme for home network environments, the following assumptions have been considered:

- The algorithm is counter-based, that means the HOTP algorithm embedded in smart cards.
- The algorithm uses a strong shared secret. The length of the shared secret must be at least 128 bits and preferably of 160 bits.
- Each HOTP generator has a different and unique secret $K$ shared between client and server.
- The 8-byte counter must be synchronized between the HOTP generator (client) and the HOTP validator (server).
- HOTP algorithm uses resynchronization mechanism as mentioned in [19].
- The IAS has established the security association with home gateway server (HG) using symmetric key $k_{IAS-HG}$.

4.1. Registration phase

In this phase, the user (U) needs to submit its identity and PW to the remote system for registration. The complete registration process is shown as follows.

**Step R1**
User (U) chooses $ID_U$, $PW$, and sends them over a secure communication channel to the remote integrated authentication server (IAS).

**Step R2**
IAS does the followings:
- Generate secret $K$
- Compute $v_t = h(ID_U \circ x) \circ h(PW) \circ K$. $g_t = h(ID_U||x||K) \circ h(ID_U||PW)$, and

<table>
<thead>
<tr>
<th>Table 1</th>
</tr>
</thead>
<tbody>
<tr>
<td>Notation used</td>
</tr>
<tr>
<td>$ID_U$</td>
</tr>
<tr>
<td>$ID_{IAS}$</td>
</tr>
<tr>
<td>$ID_{SSC}$</td>
</tr>
<tr>
<td>$PW$</td>
</tr>
<tr>
<td>$K$</td>
</tr>
<tr>
<td>$F(\cdot)$, $h(\cdot)$</td>
</tr>
<tr>
<td>$F^n(S)$</td>
</tr>
<tr>
<td>$\oplus$</td>
</tr>
<tr>
<td>$|_i$</td>
</tr>
<tr>
<td>$H_{K_X}^i$</td>
</tr>
<tr>
<td>$C_X$</td>
</tr>
<tr>
<td>$K$</td>
</tr>
<tr>
<td>$K_1, S_K$</td>
</tr>
<tr>
<td>$K_{IAS-HG}$</td>
</tr>
<tr>
<td>$N$</td>
</tr>
<tr>
<td>$S$</td>
</tr>
<tr>
<td>$E_K(M)$</td>
</tr>
<tr>
<td>$T_{exp}$</td>
</tr>
</tbody>
</table>

Fig. 2. Proposed user authentication scheme for home networks.
4.2. Login/authentication phase

In this phase, the user U has to send a login request message to the remote IAS server, whenever U wants to log in. The login/authentication procedure is as follows.

**Step LA1**

U must insert his smart card (SC) into the terminal and input IDc and PW.

**Step LA2**

SC performs as follows:
- Verify IDc. If IDc is identical to the IDc in SC, it will then proceed the login procedure.
- Compute kT = h(PW ⊕ h(PW))
- Derive K = kT ⊕ h(PW ⊕ h(PW)), and hi(IDc ⊕ x) = h(hi(IDc ⊕ x) ⊕ h(PW))
- Compute ut = K ⊕ h(IDc ⊕ x), and at = h(IDc ⊕ x) ⊕ h(IDc ⊕ x)
- Store IDc, IDsc in user database
- Write {IDc, IDsc, h(), pr, gR, kT, Cm} to a smart card

**Step R3**

The IAS will issue the smart card securely to the user (U).

**Step LA3**

The U sends {IDc, ut, at, G} to the IAS server.

**Step LA4**

IAS performs as follows:
- Verify IDc. If it is not a valid user identity, login request is rejected.
- Derive K = ut ⊕ h(IDc ⊕ x), and h(IDc ⊕ x) = h(IDc ⊕ x) ⊕ h(IDc ⊕ x)
- Compute gR = h(IDc ⊕ x) ⊕ h(IDc ⊕ x)
- Obtain HK,cG = h(ut ⊕ gR) ⊕ G
- Generate HOTP Hk,cG = HOTP (K, Cc, h(IDc ⊕ x))
- Increase its counter Cc by 1
- Compute G = h(ut ⊕ gR) ⊕ Hk,cG

**Step LA5**

The IAS sends authentication response (AuthResp) Exa(IDc, IDsc, Na, As, N, S) and authentication ticket (TKG) Exa(IDc, IDsc, Na, As, N, S, Texp) to the user (U).

**Step LA6**

U performs as follows:
- Derive SK = h(IDc ⊕ x)
- Compute Aa = h(Aa ⊕ IDc)
- Store IDc, IDsc in user database
- Write {IDc, IDsc, h(), pr, gR, kT, Cm} to a smart card

4.3. Service request phase

In order to use home services, the authenticated users can request services to the home gateway (HG). The service request phase is shown as follows.

**Step SR1**

U calculates an initial one-time password value P0 = F0(SK ⊕ S). This is done only once. U will save P0 for further use.

**Step SR2**

When home service is required, U sends

IDc, Exa(IDc, IDsc, Na, K1, N, S, Texp) to HG.

**Step SR3**

HG performs as follows:
- Decrypt Exa(IDc, IDsc, Na, K1, N, S, Texp) using KIAS.
- Verify IDc with that in TKG, and if it is expired.
- Derive SK = h(K1 ⊕ Na). This is done only once.
- Compute P0 = F0(SK ⊕ S). This is done only once.
- Decrease C by 1 to set value of a counter C same as N
- Compute K = h(S ⊕ C ⊕ SK)
- Compute PP = P0 ⊕ h(SK)

**Step SR4**

HG sends C, R, PP to U.

**Step SR5**

U performs as follows:
- Compute K = h(S ⊕ C ⊕ SK), and
- Verify K = R, and PP = PP
- If both are true, then compute Pi = F(n)(SK ⊕ S) at the ith time.
- Save C
- Replace Pi−1 by Pi

**Step SR6**

The U will send Pi ⊕ h(SK) to the HG.

**Step SR7**

HG performs as follows:
- Obtain Pi, from the received message
- Verify F(Pi) = F(n+1)(SK ⊕ S) = F(n+1)(SK ⊕ S) = Pi−1
- If it is true then replace Pi−1 by Pi.

Two parameters N and Texp can be used to limit the user access. For instance, N = 100 and Texp = 1 mth then the valid user can access the home gateway 100 times within 1 month.

4.4. Password change phase

This phase is invoked only when the user desires to change his password. The password change phase is as follows.

**Step P1**

The user U submits IDc, PW, PWN, where PWN is new password to the smart card (SC).

**Step P2**

SC performs as follows:
- Check the IDc if it is valid. Otherwise it will reject.
- Derive K = kT ⊕ h(PW ⊕ h(PW)), and h(IDc ⊕ x) = h(IDc ⊕ x) ⊕ h(IDc ⊕ x)
- Compute ut = K ⊕ h(IDc ⊕ x), and at = h(IDc ⊕ x) ⊕ h(IDc ⊕ x)
- Encrypt Ex(PW, PWN) using K

**Step P3**

The user sends {IDc, ut, at, Ex(PW, PWN)} to the IAS.
Step P4
IAS performs as follows:
- Check the $ID_c$ if it is valid. Otherwise it will reject.
- Compute $u_r \oplus h(ID_c \oplus x)$
- Decrypt $E_K(PW, PW_u)$ using $K$
- Compute $c_r = h(ID_c \oplus x) \oplus h(ID_c \oplus PW_u)$
- Verify if $c_r$ is same as received $c_r$. If not, it will reject.
- Compute $c_{r_u} = h(ID_c \oplus PW_u) \oplus K \oplus h(PW_u)$, $g_{r_u} = h(ID_c \oplus x) \oplus c_{r_u}$, and $k_{r_u} = K \oplus h(PW_u \oplus h(PW_u))$
- Encrypt $E_K(ID_c, c_{r_u}, v_{r_u}, g_{r_u}, k_{r_u})$ using $K$

Step P5
The IAS sends response $E_K(ID_c, c_{r_u}, v_{r_u}, g_{r_u}, k_{r_u})$ to the user $U$.

Step P6
$U$ performs as follows:
- Decrypt $E(K, ID_c, c_{r_u}, v_{r_u}, g_{r_u}, k_{r_u})$ using $K$
- Compute $c_{r_u} = h(ID_c \oplus PW_u)$
- Verify if $c_{r_u}$ is same as received $c_{r_u}$. Otherwise it will reject.
- Replace $v_r, g_r, k_r$ with $v_{r_u}, g_{r_u}, k_{r_u}$ in the SC

5. Protocol analysis and verification

We analyze the proposed scheme using non-monotonic cryptographic protocol (Rubin logic). The method integrates protocol analysis with specification and thus, beliefs and state of knowledge is upgraded as the protocol run is progressed. Only registration phase, login/authentication phase, service request phase are accounted for protocol analysis.

5.1. Protocol specification

Before proceeding with protocol specification, it should be clear that notations used for the protocol specification is same as those in Table 1. Additional notations used for the protocol specification are shown in Table 2.

The specification of the protocol is explained as follows.

Global Sets: The Global set consists of following sets:

A. Principal Set: $P = U, RS, HG$. $U$ is the initiator of protocol.
B. Rule Set: Inference rules defined in Section 2.3.3.
C. Secret Set: $\{PW, x, K_{RS-HG}\}$
D. Observers Set:

<table>
<thead>
<tr>
<th>Observers</th>
<th>Set</th>
<th>Observers</th>
<th>Set</th>
</tr>
</thead>
<tbody>
<tr>
<td>Observers(PW):</td>
<td>{U}</td>
<td>Observers(x):</td>
<td>{RS}</td>
</tr>
<tr>
<td>Observers(KRS-HG):</td>
<td>{RS, HG}</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Local Sets: The Local set consists of U, RS, and HG.

Entity $U$

$POSS(U) = \{PW, \{ID_c\}\}$
$BEL(U) = \{z(PW)\}$
$BL(U) = \{\}$

I phase

- Receive($U, \{ID_c, PW\} )$
- Generate-secret($K$)
- XOR($K, Hash(h(\cdot); PW), Hash(h(\cdot); ID_c, x)) \rightarrow v_r$
- Hash(h(\cdot); Concat(ID_c, x)) \rightarrow c_r
- XOR($c_r, Hash(h(\cdot); Concat(ID_c, x)) \rightarrow g_r$
- XOR($K, Hash(h(\cdot); XOR(PW, Hash(h(\cdot); ID_c, x))) \rightarrow k_r$
- Send($U, \{ID_c, ID_c, h(\cdot), v_r, g_r, k_r, CM\}$)
- Update($ID_c, ID_c, h(\cdot), v_r, g_r, k_r, CM\}$)
- Forget($\{v_r, g_r, k_r, CM\}$)

II phase

- Receive($U, \{ID_c, ur, ar, G\} )$
- Split($\{ID_c\} \in U, \{ID_c\} \in RS$)
- XOR($\{ID_c\} \in U, \{ID_c\} \in RS$)$\rightarrow K$
- XOR($ar, Hash(h(\cdot); Concat(ID_c, K)) \rightarrow c_r$
- XOR($c_r, Hash(h(\cdot); Concat(ID_c, x, K)) \rightarrow g_r$
- XOR($G, Hash(h(\cdot); XOR(ur, g_r)) \rightarrow H_{i(KC)}$
- HOTP(Hash(h(\cdot); C_g, C_r)) \rightarrow K$
- Check($H_{i(KC)}$, $H_{i(C_g)}$
- Increment($C_g, 1$)
- Generate-nonce($N_a$, $H_{i(KC)}$, $H_{i(C_g)}$)
- Hash(h(\cdot); Concat($K_r, N_a$)) \rightarrow S_a$
- Hash(h(\cdot); Concat($S_a, ID_c$)) \rightarrow A_o$

Table 2

<table>
<thead>
<tr>
<th>Notation used</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>U</td>
<td>User</td>
</tr>
<tr>
<td>RS</td>
<td>Remote server such as IAS</td>
</tr>
<tr>
<td>HG</td>
<td>Home Gateway</td>
</tr>
<tr>
<td>KRS-HG</td>
<td>Symmetric key between RS and HG</td>
</tr>
<tr>
<td>AuthResp</td>
<td>Authentication Response</td>
</tr>
<tr>
<td>TKG</td>
<td>Authentication Ticket</td>
</tr>
<tr>
<td>X_1 \rightarrow X_2</td>
<td>X_1 is replaced by X_2</td>
</tr>
<tr>
<td>I phase</td>
<td>Login/Authenication phase</td>
</tr>
<tr>
<td>III phase</td>
<td>Service Request phase</td>
</tr>
</tbody>
</table>
• Encrypt\((ID_C, ID_{RS}, N_s, N.S.A_c), K_1) \rightarrow AuthResp$
• Encrypt\((ID_C, ID_{RS}, N_s, N.S.K_1, T_{exp}), K_{RS-RS}) \rightarrow TKG$
• Send\((U, \{AuthResp, TKG\})\)
• Update\((\{AuthResp, TKG\})\)

### Entity HG

- **POSS(HG)** = \{\(K_{RS-RS}, \{ID_C\}\)\}
- **BEL(HG)** = \{\(\{K_{RS-RS}\}\)\}
- **POSS(HG)** = \{\(K_{RS-RS}, \{ID_C\}\)\}
- **BEL(HG)** = \{\(\{K_{RS-RS}\}\)\}

#### III phase

- Receive\((U, \{ID_C, TKG\})\)
- Decrypt\((ID_C, ID_{RS}, N_s, N.S.K_1, T_{exp}), TKG\)\)
- Split\((ID_C, ID_{RS}, N_s, N.S.K_1, T_{exp})\)
- Check\((ID_C, ID_{RS})\)
- Check-freshness\(T_{exp}\)
- Hash\(h(\cdot)\); Concat\(K_1, N_s\) \(\rightarrow S_c\)
- HashOTP\(h(\cdot), N; XOR(S_c, S) \rightarrow P_0\)
- Decrement\(C, \)1
- Hash\(h(\cdot)\); XOR\(\{C, S\} \rightarrow R\)
- XOR\(P_0, Hash(h(\cdot); S_c) \rightarrow PP\)
- Send\((U, \{C.R.PP\})\)
- Update\((\{C.R.PP\})\)
- Receive\((U, \{XOR(P_1, Hash(h(\cdot); S_c))\})\)
- XOR\(P_1, Hash(h(\cdot); S_c) \rightarrow P_i\)
- Check\(\{Hash(h(\cdot); HashOTP(h(\cdot), \{N-i+1\}; XOR(S_c, S))\}\)
- Replace\((P_{i-1}, P_i)\)

#### 5.2. Analysis and verification using Rubin logic

In this subsection, we discuss the analysis of the proposed protocol using Rubin logic. We will analyze three phases of the proposed protocol, namely, I, II, and III phases separately.

In the I phase, actions in BL(U) are executed first as the U is the initiator of the protocol. The first two actions in BL(U) are executed. After the Update action, the next action to be executed is in RS’s behavior list because the Send action specifies RS.

Then the actions of BL(RS) in the I phase are executed, and with the Update action, the next action to be executed is in U’s behavior list as the Send action specifies U. With Forget statement, RS removes \{\(\{\text{TR}, g_r, k_r, K.PW\}\) from its POSS(RS) and \(\{\text{PW}\}\) from BEL(RS).

At the end of the I phase, there are no changes in global sets, however, local sets of U and RS will be changed as follows.

- **POSS(U)** = \{\(\{h(\cdot), \text{TR}, g_r, k_r, CM, \{ID_C, ID_{DC}\}\}\) from RS\}
- **BEL(U)** = \{\(\{\text{PW}\}\}\}
- **POSS(RS)** = \{\(\{h(\cdot), \text{TR}, g_r, k_r, CM, \{ID_C, ID_{DC}\}\}\) from RS\}
- **BEL(RS)** = \{\(\{\text{PW}\}\), \(\{K\}\), \(\{K_{RS-RS}\}\)\}

When II phase begins, the U will be the initiator. The first ten actions of BL(U) are executed. After completion of Update action, the following changes will occur in the entity U.

- **POSS(U)** = \{\(\{PW, K.H_{K.CG}, C_c, u_r, a_r, G, \{h(\cdot), \text{TR}, g_r, k_r, CM, \{ID_C, ID_{DC}\}\}\) from RS\}
- **BEL(U)** = \{\(\{PW\}, \{K\}, \text{LINK}(H_{K.CG})\)\}

The global set will change as follows:

**Observers(K)** = \{\(U\)\}

There are still no relevant inference rules applied. The next action is in RS’s BL as follows.

- Receive\((U, \{ID_C, u_r, a_r, G\})\)

Then the execution of rest of the actions of BL(RS) in II phase are occurred. After applying Update action, the following changes occur in the entity RS.

- **POSS(RS)** = \{\(\{x, K, K_1, S_r, K_{RS-RS}, H_{T[K.CG]}, \text{TR}, a_r, G\}\) from U,\)
- \{\(\{ID_C, ID_{DC}, \text{ID}_{DC}\}\), \{\(\{ID_C, ID_{RS}, N_s, N.S.A_c\}\}\)\}\)
- \{\(\{ID_C, ID_{RS}, N_s, K_1, N.S.T_{exp}\}\}\)
- **BEL(RS)** = \{\(\{x\}, \{K\}, \{K_1\}, \{\text{LINK}(H_{K.CG})\}\)\}

At this point, the conditions for the Linkage rule are satisfied. Once the linkage rule is applied, the freshness of sub message is added to belief set of RS. And LINK is removed from the belief set so that \(H_{K.CG}\) cannot be used again.

Now the global sets will also change as follows.

- **Observers(K)** = \{\(U, RS\)\}
- **Observers(K_1)** = \{\(RS\)\}
- **Observers(S_R)** = \{\(RS\)\}

In III phase, the U is the initiator. First three actions in BL(U) in III phase are executed. After Update action is executed, a next action in BL(HG) is executed. Then the next twelve actions of BL(U) in II phase are executed. Check action will verify \(A_c^1\) and \(A_c^2\).

Again, the conditions for the linkage rule are satisfied. Once the linkage rule is applied, the freshness of sub message is added to belief set of U. And LINK is removed from the belief set so that \(H_{K.CG}\) cannot be used again.

At the end of the II phase, the global sets will be as follows.

- **Observers(K)** = \{\(U, RS\)\}
- **Observers(K_1)** = \{\(RS\)\}
- **Observers(S_R)** = \{\(RS\)\}

In III phase, the U is the initiator. First three actions in BL(U) in III phase are executed. After Update action is executed, a next action in BL(HG) is executed. Then the next twelve actions in BL(HG) are executed. Upon the execution of the Update action, a next action will execute in BL(U). Now POSS(HG) has \(S_c\) and BEL(HG) contains \(\{\text{TR}, K\}\) and \(\text{LINK}(P_{i-1})\).

Then the last eight actions in BL(U) are executed. Upon the execution of the Update action, a next action in BL(HG) will be executed. At this moment, BEL(U) contains \(\text{LINK}(P_{i-1})\). And at this point, the conditions for the Linkage rule are satisfied. Once the linkage rule is applied, the freshness of sub message is added to belief set of U. And LINK is removed from the belief set so that \(P_{i-1}\) cannot be used again.

Finally, last five actions in BL(HG) in III phase are executed. With Check action, the HG will verify \(h(P_i)\) with \(P_{i-1}\). At this moment, the conditions for the Linkage rule are satisfied. Once the linkage rule is applied, the freshness of sub message is added to belief set of HG. And LINK is removed from the belief set so that \(P_{i-1}\) cannot be used again.

The Global sets have now changed and finally contained the followings.

- **Observers(K)** = \{\(U, RS\)\}
- **Observers(K_1)** = \{\(U, RS\)\}
- **Observers(S_R)** = \{\(U, RS, HG\)\}

All the actions of the protocol specification have been executed and it can be concluded that

- Session key \(S_c\) is shared by U and HG.
- Session key \(K_1\) and shared secret key \(K\) are shared by U and RS.
- The entity U is mutually authenticated with RS and HG.
6. Analysis of proposed scheme

This section provides in-depth analysis of the proposed scheme in terms of security requirements as well as functional requirements. Our scheme not only satisfies several current security requirements as defined in [5] but also fulfills functional requirements.

6.1. Analysis of security requirements

In this subsection, security analysis of the proposed scheme is discussed. The security requirements for an ideal password authentication scheme defined in [5] should be satisfied in order to achieve robust and efficient user authentication mechanism. Thus we provide in-depth analysis of the proposed scheme in terms of most predominant security properties.

S1. Password Guessing Attacks: Some passwords having low entropy is vulnerable to password guessing attacks, where an attacker intercepts authentication messages and stores them locally and then attempts to use a guessed password to verify the correctness of his guess using these authentication messages. In our scheme, if the attacker intercepts a login request message \( \{ID_c, uT, aT, G \} \), it cannot guess the password \( PW \) from \( ut \) and \( at \) because it does not know the server’s secret key \( x \) and shared secret \( K \).

S2. Eavesdropping attack: A host is configured to listen to and capture data not belonging to it. Carefully written eavesdropping programs can take usernames and passwords when users first login to the network. Broadcast networks like Ethernet and wireless local area network (LAN) are especially vulnerable to this type of attack. Our scheme can resist eavesdropping attack as all the important messages such as the authentication response, and authentication ticket are encrypted with the \( K_1 \), and symmetric key respectively.

S3. Replay attack: Having intercepted previous communications, an attacker can impersonate the legal user to login to the system. The attacker can replay the intercepted messages. An attack in which a valid data transmission is maliciously or fraudulently repeated either by the originator or by an adversary who intercepts the data and retransmits it, possibly as part of a masquerade attack. Our scheme can resist a replay attack as HMAC-based OTP is used for authenticity of the authentication messages. Furthermore, during service request phase also, hash-chaining technique is used to avoid the replay attack.

S4. Forged User Attacks: An attacker attempts to modify intercepted communications to masquerade the legal user and login to the system. If the attacker tries to impersonate the user, it must be able to forge a valid login message \( \{ID_c, uT, aT, G \} \). However, it is not possible to compute \( uT \) and \( aT \) without knowledge of secret key \( x, PW \) and \( K \), and similarly \( G \) cannot be computed without \( gT \). Thus the proposed scheme resists the forged user attack.

S5. Masquerading Server Attacks: If the masquerading server attempts to cheat the requesting user, it has to forge a valid authentication response message. However, this is not feasible, as the attacker cannot compute \( K_1 \) without the knowledge of \( K \) and \( H_{gT(x)} \).

S6. Man-in-the-middle attack: An attacker intercepts and modifies the messages between two parties with a malicious intent without either party knowing that the link between them has been compromised. In the proposed scheme, the attacker may alter the login message \( \{ID_c, uT, aT, G \} \) into \( \{ID_c, uT, aT, G \} \). However, this malicious attempt will not be successful, because such a modification will fail during verification process in Step L44 at Section 4.2. And also the messages are encrypted so the adversaries cannot modify the message.

S7. Parallel Session Attacks: Without knowing a user’s password, an attacker can masquerade as the legal user by creating a valid login message out of some eavesdropped communication between the user and the server. The attacker may launch a parallel attack by replaying the server’s response message as the user’s login message at a later time. However, this attack is not possible in the proposed scheme, as the authentication response message is well protected by \( K_1 \).

S8. Denial of Service (DoS) Attacks: The denial of service (DoS) attack prevents or inhibits the normal use or management of communications facilities. This attack may act on a specific user; for instance, an adversary may cause the server to reject the logins of a specific user until re-registration. The DoS attack rejects all or specific users by means of an offensive action on the server or by means of a falsification of user’s password-verifier. Then the attacker can inconvenience the user but cannot imitate the user. Password change protocols allow an authenticated user to change his password, however, this protocol is very vulnerable to DoS attacks. As there is no password-verifier stored at the remote server, the adversary cannot update false verification information of the legal user. Further, suppose the adversary intercepts the password change request message and replace with \( \{ID_c, uT, aT, E_{xT}(gT(PW, PW_0)) \} \) before transmitting to the remote server. This attack cannot be successful in our scheme because the verification process in the Step P4 will not be successful. Thus our scheme can thwart the DoS attacks.

S9. Stolen-verifier Attacks: In most applications the server stores hashed passwords instead of clear text passwords. The stolen-verifier attack means that an adversary who steals the password-verifier (e.g., hashed passwords) from the server can use it directly to masquerade as a legitimate user during the user authentication phase. In the proposed scheme, the server does not store any password-verifier (verification table) so our scheme is resist to stolen verifier attack.

S10. Secret key Forward Secrecy: It ensures that the previously generated passwords in the system are secure even if the system’s secret key has been revealed in public by accident or is stolen. In the proposed scheme, even if the server’s secret key \( x \) happens to be revealed, the attacker would not be able to compute \( vT \) and \( gT \) without the knowledge of user’s \( PW \) and \( K \).

S11. Smart Card Loss Attacks: When the smart card is lost or stolen, unauthorized users can easily change the password of the smart card, or can guess the password of the user by using password guessing attacks, or can impersonate the user to login to the system. If the attacker tries to impersonate the user with stolen smart card to login to the system, he must be able to produce a valid login message \( \{ID_c, uT, aT, G \} \). However, it is impossible to derive \( K \) and \( h(ID_c \oplus x) \) from the smart card without knowing \( PW \), thus the attacker cannot produce valid login message. Thus the proposed scheme can resist smart card loss attacks.

S12. Forward Secrecy with Lost Smart Card: Suppose the server’s secret key \( x \) is revealed and if the attacker tries to get passwords or other login information from the stolen smart card, it can easily impersonate the user to login to the system. Thus the scheme should be capable to provide forward secrecy even if the smart card is lost or stolen. The proposed scheme can provide forward secrecy with lost smart card as the adversary cannot compute \( uT \) or \( aT \) without knowing user’s \( PW \).
The comparison among the existing representative authentication schemes with the proposed scheme in terms of security properties is shown in Table 3. From Table 3, it can be seen that Jo-Youn scheme [23] cannot not only resist against stolen smart card attacks but also provide secret key forward secrecy. Suppose the smart card having \( (K, SEED, ID) \) is stolen, an unauthorized user easily impersonate the user to login to the system. The adversary can send valid \( ID \) to the server, which will then send authentication data \( \{N, SEED \oplus T_i, P_i \oplus T_i \oplus N_i\} \) to the former. So the adversary can easily generate and send valid \( \{N_{i+1}, x, \beta\} \) to the server for authentication process. Furthermore, as the secret key \( K \) is stored in the smart card, this scheme cannot provide forward secrecy.

Jeong et al.’s scheme [24] cannot provide forward secrecy when the smart card is stolen. When \( x \) is leaked from the IAS, the adversary can compute \( v_i = h(U_{ID}, x) \) with stolen smart card having \( (h(\cdot), e_i) \). And knowing \( v_i \) and \( e_i \), the adversary can easily calculate \( F_h(\text{password}) = v_i \oplus e_i \).

In case of Kim-Chung scheme [25], it cannot provide forward secrecy when the smart card is stolen. Assuming \( x \) is revealed and with stolen smart card having \( (K_1, K_2, R, h(\cdot)) \), the adversary can compute \( h(PW) = R \oplus K_1 \) and \( N = K_2 \oplus h(ID \oplus x) \). Then knowing \( N \), it can obtain \( h(PW \oplus h(PW)) = K_2 \oplus h(ID \oplus x \oplus N) \). Even without knowledge of \( PW \), the adversary can compute \( C_1 = R \oplus h(PW) \) and \( C_2 = K_2 \oplus h(PW \oplus h(PW)) \). So the adversary can impersonate the user and send login message \( \{ID, T_1, C_1, C_2\} \) to the server, which will be passed during the verification.

Our scheme can satisfy all above-mentioned security requirements. It can be seen that the proposed scheme offers robust authentication mechanism and better security properties. Thus our scheme is more secure and robust than the existing representative schemes.

### 6.2. Analysis of functional requirements

In this sub-section, we analyze the proposed scheme in terms of some of the following functional requirements of authentication schemes.

<table>
<thead>
<tr>
<th>Auth. scheme</th>
<th>F1</th>
<th>F2</th>
<th>F3</th>
<th>F4</th>
<th>F5</th>
<th>F6</th>
<th>F7</th>
</tr>
</thead>
<tbody>
<tr>
<td>Jo-Youn scheme [23]</td>
<td>Y</td>
<td>N</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Extremely low</td>
</tr>
<tr>
<td>Jeong et al.’s scheme [24]</td>
<td>Y</td>
<td>N</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Low</td>
</tr>
<tr>
<td>Kim-Chung scheme [25]</td>
<td>Y</td>
<td>Y</td>
<td>N</td>
<td>Y</td>
<td>Y</td>
<td>Low</td>
<td>NA</td>
</tr>
<tr>
<td>Proposed scheme</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Y</td>
<td>Low</td>
<td>Y – Yes; N – No; NA – Not applicable</td>
</tr>
</tbody>
</table>

**F1.** Freely chosen password by the users: Users should be able to choose their password freely. In our scheme, each user can choose his own password, not decided by the system.

**F2.** No verification table: The remote system should not have a dictionary of verification tables such as clear-text passwords or hashed passwords to authenticate users. Our scheme does not require any storage of password verifiers.

**F3.** No time synchronization: In time stamp-based authentication schemes [29,30], the clocks of the system and all users’ computers must be synchronized with one another and the transmission delay time of the login message also has to be limited. The timestamp should be discarded to avoid serious time synchronization problem. To eliminate the requirement of clock synchronization and the limitation of transmission delay time, our scheme is based on counter and nonces instead of timestamps.

**F4.** Mutual Authentication Mutual Authentication should be provided between the user and remote systems. Not only can the server verify the legal users, but the users should be able to verify the legal server. Mutual authentication can help withstand the server spoofing attack where an attacker pretends to be the server to manipulate sensitive data of the legal users. Any illegal server cannot cheat a user to log into its system without knowing \( (K, C) \) in the proposed scheme. Since it cannot obtain the correct corresponding HOTP for that particular user, the login process will be terminated by the user by verifying \( A'_i = A_i \). Also the user will authenticate the HG by verifying \( h(S \oplus C \oplus S_k) \) and \( P_0 \oplus h(S_k) \). If only both these verifications are true, the user will further proceed the service request phase. Thus the user cannot be cheated by the illegitimate HG as well.

**F5.** Secure Password Change: Users should be able to change their passwords after the registration phase. In our scheme, the user can securely change his password and update the information stored in the smart card.

**F6.** Lower Computational Cost: The computational cost should be lower as possible to obtain the efficient solution. Due to usage of one-time password technique such as HOTP algorithm, hash function, Exclusive-OR, the computational cost of the proposed scheme is still low.

**F7.** Session key agreement: A session key agreed by the user and the remote system generated in every session. Session key changes with the change in HMAC-based OTP.

We compare the proposed scheme with existing representative schemes as per the above-mentioned features. Table 4 shows the comparison among existing representative schemes in terms of functional requirements. It can be seen that our scheme satisfies all above-mentioned functional requirements.

It can be seen that in Jo-Youn scheme [23], \( V_i \) is stored in the server, which may be used to impersonate as server. This scheme is time stamp-based, so it may confront severe time synchronization problem. Furthermore it has neither provision of changing password nor session key agreement.

In Jeong et al.’s scheme [24], \( F_h(\text{password}) \) is stored in the server. Once an adversary has stolen the verifier, he could masquerade the corresponding server to get more information from the legitimate user.

Since Kim-Chung scheme [25] use time stamps, it has stringent requirement of clock synchronization and may have transmission delay time. This scheme does not have session key agreement.

Table 5 shows the efficiency analysis among existing representative schemes. And for convenience, registration, login, and authentication phases are considered for efficiency analysis.

It can be seen that our scheme requires more computational costs than the existing schemes to acquire better security. However, due to lightweight computation modules such as hashed one-time password, one-way hash function and exclusive-OR operation as well as relatively inexpensive symmetric encryption technique, the proposed scheme is still efficient.
Table 5
Efficiency analysis among some existing representative schemes.

<table>
<thead>
<tr>
<th>Auth. scheme</th>
<th>Reg. phase</th>
<th>Login/Auth. phase</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>Jo-Youn scheme [23]</td>
<td>2, 4h</td>
<td>14h, 3h</td>
<td>16h, 7h</td>
</tr>
<tr>
<td>Jeong et al.’s scheme [24]</td>
<td>1, 2h</td>
<td>2h, 8h</td>
<td>3h, 10h</td>
</tr>
<tr>
<td>Kim-Chung scheme [25]</td>
<td>7h, 5h</td>
<td>13h, 8h</td>
<td>20h, 13h</td>
</tr>
<tr>
<td>Proposed scheme</td>
<td>6h, 5h</td>
<td>14h, 15h</td>
<td>20h, 20h</td>
</tr>
</tbody>
</table>

\(\oplus\) – XOR operation; \(h\) – hash function; \(SE\) – Symm Encryption; \(D\) – Decryption

### 7. Conclusions

Nowadays, not only remote access control to digital home appliances but also services offered by service providers are appealing in digital home network environments. Nonetheless, the remote control services cause digital home networks to have major security threats. To provide secure remote access in home network environments, we propose a robust and efficient user authentication scheme based on strong-password approach, which is relatively lightweight. The proposed user authentication scheme uses the HOTP algorithm, hash-chaining technique along with low-cost smart cards. Our scheme satisfies all security requirements including stolen smart card attack and forward secrecy with lost smart card as well as functional requirements including no verification table and no time synchronization. We have analyzed and verified the security of the proposed using non-monotonic cryptographic logic (Rubin logic). While comparing with existing representative schemes in terms of security requirements and functional requirements, it can be seen that even though the proposed scheme has slightly higher computational overheads than the existing representative schemes, it is more robust authentication mechanism and has better security properties than those schemes.
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### Appendix A. Rubin logic – NCP descriptions

#### A.1. Global and local sets

##### A.1.1. Global sets

**Principal set:** This set contains the principals who participate in a protocol. \(P = \{P_1, P_2, \ldots, P_n\}\). Any \(P_i\) may be marked as an initiator of the protocol.

**Rule set:** This set contains inference rules for deriving new statements from existing assertions. \(R = \{R_1, R_2, \ldots, R_n\}\), where \(R_i\) is of the form \(C_i \rightarrow D\), where \(C_i\) is a condition and \(D\) is a statement.

**Secret set:** This set contains all of the secrets that exist at any given time in the system. \(S = \{S_1, S_2, \ldots, S_n\}\)

**Observers set:** For each \(S_i\), Observers\((S_i)\) contains all the principals who could possibly know the secret \(S_i\) by listening to network traffic or generating it themselves.

#### A.1.2. Local sets

**Possession set** \((P)\): This set contains all the data relevant to security that this principal knows or possesses. This includes secret encryption keys, public keys, data that must remain secret, and any other information that is not publicly available. \(\text{POS}(P) = \text{poss}_1, \text{poss}_2, \ldots, \text{poss}_n\). possi contains two fields: the actual data and the origin of the data.

**Belief set** \((P)\): This set contains all the beliefs held by a principal. This includes the belief that the keys it holds between itself and other principals are good, beliefs about jurisdiction, beliefs about freshness, and beliefs about the possessions of other principals. \(\text{BEL}(P) = \text{bel}_1, \text{bel}_2, \ldots\).

**Seen** \((P)\): This set contains plaintext message parts that \(P_i\) sees from messages sent across the network. The Seen sets collectively contain the same information as the observers sets.

**Behavior List** \((P)\): This item is a list rather than a set because the elements are ordered. \(\text{BL} = \text{AL}, \text{br}_1, \text{br}_2, \ldots, \text{br}_n\). AL is an action list.

**Hashkeys** \((P)\): This set contains keys that \(P_i\) sees either because they are in the initial possession set, or because they appear in a message sent across the network and added to \(P_i\)’s Seen set.

#### A.2. Actions

##### A.2.1. Actions derived from [12]

1. **Generate-nonce** \((N)\):
   - Result: \(\text{POS}(P_i) := \text{POS}(P_i) \cup \{N\}\)
   - \(\text{BEL}(P_i) := \text{BEL}(P_i) \cup \{\{\text{LINK}(N)\}\}\)
   - Description: This action is used when a principal generates a nonce to link a challenge and a response. LINK\((N)\) is removed from BEL\((P)\) when the response is received. This is used to determine freshness of the data.

2. **Encrypt** \((X, k)\):
   - Condition: \(X, k \in \text{POS}(P_i), P_i \in \text{Observers}(k)\).
   - Result: \(\text{POS}(P_i) := \text{POS}(P_i) \cup \{X_k\}\)
   - Description: This action is used when a principal encrypts data. If \(P_i\) possesses \(X\) and knows \(k\) then he can possess \(X_k\).

3. **Decrypt** \((X_k, k)\):
   - Condition: \(P_i \in \text{Observers}(k), \{X_k\}, k \in \text{POS}(P_i)\).
   - Result: \(\text{POS}(P_i) := \text{POS}(P_i) \cup \{X\}\)
   - Description: This action is used when a principal decrypts data. If \(P_i\) possesses \(X\), encrypted under \(k\), and \(P_i\) knows \(k\), then \(P_i\) can possess \(X\).

4. **Concat** \((X_1, X_2, \ldots, X_n)\):
   - Condition: \(X_1, X_2, \ldots, X_n \in \text{POS}(P_i)\).
   - Result: \(\text{POS}(P_i) := \text{POS}(P_i) \cup \{X_1, X_2, \ldots, X_n\}\)
   - Description: This action is used when a principal constructs a message, \(X\), out of submessages \(X_1, X_2, \ldots, X_n\).

5. **Split** \((X)\):
   - Condition: \(X\) contains \(x_1, x_2, \ldots, x_n\), \(X \in \text{POS}(P_i)\).
   - Result: \(\text{POS}(P_i) := \text{POS}(P_i) \cup \{x_1, x_2, \ldots, x_n\}\)
   - Description: This action is used to break a message into its components. Split is the opposite of concatenation.

6. **Generate-secret** \((s)\):
   - Result: \(S := S \cup \{s\}, \text{Observers}(s) = \{P_i\}, \text{POS}(P_i) := \text{POS}(P_i) \cup \{S = \{P_i\}\}\)
   - \(\text{BEL}(P) = \text{BEL}(P) \cup \{s\}\)
   - Description: This action is used when a principal generates a secret data item, such as a key. A new secret, \(s\), is added to \(S\), and the Observers and possession sets are updated.

7. **Send** \((P, X)\):
   - It means that \(P_i\) sends \(X\) to \(P_i\).
A2.2. Actions adopted from [13]

1. Hash(h(·); X)
   Condition: h(·), X ∈ POSS(P)
   Result: POSS(P₁) := POSS(P₁) ∪ {h(X)}
   Description: This action is used to hash data

2. XOR(X₁, X₂, . . . , Xₙ)
   Condition: X₁, X₂, . . . , Xₙ ∈ POSS(P)
   Result: POSS(P₂) := POSS(P₂) ∈ {X₁, X₂, . . . , Xₙ}
   Description: This action is used to XOR ring data.

3. Check(X, Y)
   Condition: X, Y ∈ POSS(P₁)
   Result: Valid if X = Y, else Invalid

A3. Inference rules

1. Nonce verification rule:
   \[ \mathcal{h}(X) \in \text{BEL}(P), X \text{ from } Q \in \text{POSS}(P) \]
   \[ \text{BEL}(P) := \text{BEL}(P) \cup \{Q \text{ believes } \mathcal{h}(X)\} \]

2. Message meaning rule:
   \[ \{X \in Q \in \text{POSS}(P), \{P, Q\} \subseteq \text{Observers}(k)\} \]
   \[ \text{BEL}(P) := \text{BEL}(P) \cup \{X \in \text{POSS}(P)\} \]

3. Submessage freshness rule:
   \[ \mathcal{h}(X₁) \in \text{BEL}(P), \{X \text{ contains } x₁, X \text{ contains } x₂\} \subseteq \text{POSS}(P) \]
   \[ \text{BEL}(P) := \text{BEL}(P) \cup \{X \in \text{POSS}(P)\} \]

4. Origin rule:
   \[ X \in \text{POSS}(P), X \text{ contains } x₁, Q \in \text{Observers}(x₁) \]
   \[ x₁ \in X \in \text{POSS}(P) \]

5. Submessage origin rule:
   \[ X \in \text{POSS}(P), X \text{ contains } \{x₁, x₂\} FROM Q \]
   \[ x₂ \in X \in \text{POSS}(P) \]

6. Linkage rule (symmetric keys)
   \[ \mathcal{h}(k) \in \text{BEL}(P), P \in \text{Observers}(k), \text{LINK}(Nₖ) \in \text{BEL}(P), X \text{ contains } f(Nₖ), X \text{ contains } x₁, \{X₁\} \in Q \in \text{POSS}(P) \]
   \[ \text{BEL}(P) := \text{BEL}(P) \cup \text{LINK}(Nₖ) \cup \mathcal{h}(X₁) \]
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