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The following footnote should have been published as part of this article. The Publishers and Editor apologise for the oversight.

The subject matter of this paper was originally presented at the Fifth International Conference on Digital Forensics and Cyber Crime, ICDF2C 2013, September 26–27 2013, in Moscow, Russian Federation, where it won a Best Paper Award. In recognition of the authors’ contribution to the field, by special arrangement between ICDF2C and the Digital Investigation Journal, this paper was peer reviewed and published by this Journal, and only an abstract of the work appears in the conference proceedings.
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