WWW@VDTN – A Web Browsing Application for Vehicular Delay-Tolerant Networks
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Abstract— Vehicular Delay-Tolerant Networks (VDTNs) use vehicles to carry data between network nodes, enabling network connectivity in sparse or partitioned opportunistic networks, where the node density is not high enough to establish end-to-end links. By implementing a store-carry-and-forward paradigm, VDTNs allow delay-tolerant data traffic from a variety of vehicular applications to be routed over time, such as, but not limited to, information queries (e.g., weather reports, web browsing, business services, road conditions, traffic volume) and context-specific broadcasts (e.g., advertising, entertainment feeds). This paper presents a Web browsing application for VDTNs, called WWW@VDTN, and analyzes its performance in a laboratory VDTN testbed. Epidemic and Spray and Wait routing schemes were combined with different scheduling and dropping policies in the performance evaluation process. It is shown that WWW@VDTN works properly in the VDTN testbed. Thus, it is envisioned that a real VDTN will be able to support Web access. Furthermore, the performance studies also reveal that a combination of scheduling and dropping policies that takes into account information about the remaining lifetime of data, improves the performance of the routing schemes in terms of delivery probability and delivery delay.

Index Terms— Vehicular Delay-Tolerant Networks; World Wide Web; Browser; Performance Assessment; Testbed; WWW@VDTN

I. INTRODUCTION

Vehicular delay-tolerant networks (VDTNs) [1] are a new approach for vehicular communications, which collects some contributions from DTNs [2] (store-carry-and-forward paradigm) and optical burst switching networks (data packets aggregation under network layer and out-of-band signaling). VDTNs proposal intend to improve the performance of data dissemination and routing in opportunistic vehicular networks characterized by highly dynamic topology, short contact durations, disruption, intermittent connectivity, significant loss rates, and frequent network partitions. In a VDTN, mobile and fixed nodes interact with each other to provide data dissemination and routing. Figure 1 illustrates these interactions among nodes. Terminal nodes are fixed devices and represent the access points to the VDTN network. Stationary relay nodes are located at road intersections and have store-and-forward capabilities. They have an essential role in low node density scenarios in improving the network performance [3]. Mobile nodes (e.g., vehicles) move on roads, collecting and disseminating data through the VDTN network.

Fig. 1. Interactions between VDTN network nodes.

Road safety, traffic monitoring, driving assistance, entertainment, and delivering connectivity to rural/remote communities or catastrophe-hit areas are just a few examples of the many applications envisioned for VDTNs. They also may be used to support traditional Internet services, such as World Wide Web (WWW), electronic mail (eMail), or file transfer, but not on real time [4-5].

This paper proposes and demonstrates a WWW application for VDTNs, called WWW@VDTN. The performance of this application is evaluated in VDTN@Lab, a laboratory testbed.
created for assessing the VDTN architecture, protocols, services, and applications. Data traffic generated by this application is routed using two routing protocols (Epidemic [6] and Spray and Wait [7]), and different combinations of dropping and scheduling policies. The performance metrics considered were the percentage of successfully answered requests (e.g., delivery probability) and their average delivery delay.

The rest of this paper is organized as follows. Section II presents related work describing available vehicular testbeds or projects that emulate some Internet services. The design of the proposed Web browser application (WWW@VDTN) is presented on Section III. Section IV mentions the laboratory VDTN testbed where WWW@VDTN is executed and presents its performance assessment. Finally, Section V concludes the paper and points some directions for future work.

II. RELATED WORK

This section presents several projects and vehicular testbeds considered on the design of the proposed Web browsing application.

Cabernet [8] is a system that uses vehicles, equipped with IEEE 802.11 access points, to exchange data. This system supports applications for messages delivering (such as, eMail, traffic updates, parking information) or files (Web objects, documents, songs).

Thedu [9] is a system that allows users traveling in vehicles to use a Web search service. This system uses an Internet proxy to collect search results and pre-fetch result pages. When a vehicle has a contact opportunity, it downloads the responses for the user requests, if they are available.

CambodiaSchools.com [10] allows students in Cambodian schools located in remote rural areas, to request Web pages and use non-real time applications and Internet services like eMail and voice mail. Using buses or motorcycles equipped with mobile access points, data is collected and carried between hubs and spots with Internet access located at villages.

The Drive-thru Internet project [11] considers the use of IEEE 802.11 to allow users in moving vehicles to access Internet services, such as eMail and file sharing tools based on the HTTP protocol. In this project, wireless LAN hot-spots, located at road sides or in city areas like gas stations, restaurants and cafés, are exploited to allow data exchange with vehicles.

The proposal and construction of WWW@VDTN gathers contributions from the above-mentioned projects. The proposed application was deployed and demonstrated on a laboratory testbed and its performance evaluated.

III. WEB BROWSING APPLICATION FOR VDTNs

This section describes WWW@VDTN, a delay-tolerant Web browsing application proposed to offer WWW service on vehicular delay-tolerant networks. This section considers two subsections. The former presents the requirement analysis of WWW@VDTN, while the second describes the technologies used to create this application.

A. Requirement analysis

Before creating an application it is crucial to define all the steps and operations needed to implement the behavior that it is expected to perform. Unified modeling language (UML) was used to make a high-level design and requirements analysis of the WWW@VDTN. Figures 2 and 3 present the most important concepts of the application. It is important to notice that WWW@VDTN only runs on network nodes that perform traffic source and sink operations, not on relay nodes.

Figure 2 presents the use cases diagram of the WWW@VDTN client application. While the client application is running, a user may perform one of the following operations: i) request functions: including request a new Web page, save or reject a requested page; and ii) statistical functions: including access to performance metrics (e.g., number of requests sent by each source, requests’ average delivery delay).

![Fig. 2. UML use cases diagram of WWW@VDTN client application.](image)

Figure 3 shows an activity diagram of the WWW@VDTN client illustrating the action when a user wants to request a new Web page. The user inserts the desired Uniform Resource Locator (URL) and submits his request in the client node (i.e., traffic source). This request is then packed and stored in a terminal node buffer while waiting for a transmission opportunity to a mobile node. When this contact occurs, this request is forwarded to the mobile node as part of a bundle. Then, VDTN network nodes like mobile nodes and relay nodes will store, carry and forward this bundle until it arrives at the server node (i.e., traffic source where requested Web page is stored). Each time the server node detects a new request, it tries
to access the Internet and fetch the desired Web page. Then, a communication channel is opened (in the form of a stream) between the application and the remote Web server and all the relevant data is transferred. Finally, the data downloaded is aggregated in a bundle, which will be sent back to the user (i.e., the client node), as a response of the requested Web page. If the bundle time-to-live (TTL) expires while in transit in the VDTN network, the request/response is discarded.

B. WWW@VDTN Design

The proposed application considers two software modules (client and server). Both modules were created using the C# language and the .Net Framework, and run in desktops and laptops with the Windows 7 operating system.

The server module, in the testbed, provides logging information that allows following what actions are being performed by the server side application, as may be seen in Figure 4. For example, it is possible to view some information about senders (e.g., host name, address) and even about the requests (e.g., creation time, requested Web page).

The client module is organized in three different areas: the textbox for inserting the URL, the retrieved Web pages list box and the page information box. Figure 5 illustrates the client module as it is presented to the user, performing the above-described functions. This module also allows the user to select a specific retrieved Web page and show it in the default browser installed in the computer.

IV. PERFORMANCE ASSESSMENT

This section briefly describes the VDTN laboratory testbed where the WWW@VDTN application is demonstrated and their performance assessed.

A. VDTN@Lab Laboratory Testbed

The VDTN@Lab laboratory testbed includes the three node types of VDTN networks (terminal, relay and mobile nodes). Terminal and relays nodes are emulated on desktop computers (iMacs - Intel(R) Core(TM) 2 Duo 2.66GHz + 4GB RAM), while HP Mini laptops (Intel(R) Atom 1.66GHz + 1GB RAM) coupled into LEGO MINDSTORMS NXT robotic cars, are
used to emulate mobile nodes. All nodes use Bluetooth for out-of-band signaling and IEEE 802.11 connections for data transfers, and storage capacities to allow VDTN data communications.

The network scenario considered to evaluate the network performance of WWW@VDTN over VDTNs uses three terminal nodes, two relay nodes, and four mobile nodes. These mobile nodes move with different velocities. The fastest one is Mobile node 1 and the slowest one is Mobile node 4. Of the remaining two nodes, the faster is Mobile node 3. Two terminal nodes run the client application acting as traffic sources and the third one acts as the traffic sink running the server application. Terminal nodes are located at the edge points of the laboratory. Two relay nodes are located at crossroads. Four mobile nodes move on roads between random positions and at different velocities, thus, simulating real vehicles behavior. All networks nodes assume different storage capabilities depending on their role. Mobile nodes have a 25MB buffer, relay nodes 75MB, and terminal nodes 50MB.

For the performance assessment, Web page requests are generated every 30 seconds by client terminal nodes (i.e., traffic sources). Each request has a time-to-live (TTL) of 15 minutes. The size of the requested Web pages varies in the range of [128 K, 1024 M] (Bytes). A Web page is dropped from the nodes’ buffers when their TTL expires (and thus, they are no longer meaningful) or when congestion occurs. Each testbed experiments runs for one hour. Figure 6 shows the described testbed with all nodes and its interactions.

![Photos of the VDTN laboratory testbed.](image)

**Fig. 6** – Photos of the VDTN laboratory testbed.

**B. Performance Analysis**

The performance assessment of the WWW@VDTN application over VDTNs assuming the use of Epidemic and Spray and Wait protocols as underlying routing schemes is presented in this sub-section. In addition, three different combinations of scheduling and dropping policies (FIFO, Remaining Lifetime (RL), and Random) described in [12] are enforced. Performance metrics considered in this study are the delivery probability (measured as the relation of the number of delivered Web pages requests out of the number of requested Web pages), and the average delivery delay (measured as the mean time between Web pages request and their successful delivery).

In order to increase the delivery probability and decrease their average delay, requests with longer remaining TTL are forwarded first while requests with smaller remaining TTL are dropped first. The reason why this is done is due to storage and bandwidth constraints, limiting the number of Web pages carried per node and the number of them exchanged at each contact opportunity.

**Performance Analysis of Epidemic Routing Protocol**

The performance analysis starts with a study of the delivery probability as a function of the Web page size, when Epidemic routing protocol is used. As may be seen in Figure 7, the Remaining Lifetime (RL) combination presents the best results. This combination presents gains of 3%, 4%, 4%, 5%, and 5% for the considered Web page response sizes, when compared with FIFO. It also improves the delivery probability approximately in 2%, 3%, 7%, 9%, and 9% when compared with Random policy.

Figure 7 shows that Remaining Lifetime policy also contributes to decrease the average delivery delay. When compared with FIFO, Web pages arrive to its final destination 32, 47, 92, 144, and 221 seconds sooner, and approximately 24, 35, 50, 70, and 85 seconds sooner when compared to Random policy.

![Graphs showing delivery probability and average delivery delay as function of Web page size.](image)

**Fig. 7**. a) Delivery probability and b) average delivery delay as function of the web page size, using Epidemic routing scheme with three different combinations of scheduling and dropping policies (FIFO, RL, and Random).
Performance Analysis of Spray and Wait Routing Protocol

Now, the study considers the performance assessment of VDTNs using binary variant of Spray and Wait routing mechanism, with \( N=3 \). Figure 8 shows the results observed for the delivery probability as a function of the Web page size. As may be seen, it confirms that a RL combination of scheduling and dropping policies increases the delivery probability in approximately 6%, 4%, 3%, 5%, and 6% when compared to FIFO, and in 4%, 3%, 6%, 9%, and 12% when compared with Random policy.

As expected, Figure 8 shows that RL also contributes to decrease the average delivery delay. When compared with FIFO, Web pages arrive to its final destination 12, 13, 50, 84, and 101 seconds sooner, and approximately 6, 8, 21, 32, and 49 seconds sooner when compared to Random.

V. CONCLUSIONS AND FUTURE WORK

This paper has presented a solution to provide WWW access over VDTNs, called WWW@VDTN. This Web browsing application has been demonstrated in a testbed and its performance assessment has been studied. It was shown that non-real time Web browsing can be deployed on VDTN networks. Different combinations of scheduling and dropping policies and two routing schemes (Epidemic and Spray and Wait) has been used. It has been shown that a combination of scheduling and dropping policy that uses a remaining lifetime criteria outperforms the commonly used FIFO and Random combinations. For the considered network scenario, Spray and Wait has a better performance when compared to Epidemic routing protocol.

The performance of VDTNs may be improved with new routing protocols and, consequently, VDTN applications such as WWW@VDTN, will benefit of their use as well. Furthermore, fragmentation/de-fragmentation issues may be considered at the core network while aggregation/de-aggregation algorithms may improve the network performance at the edge of the network. These topics may be addressed in future works.
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